
 

 

 

 

Presidente della commissione per le petizioni 

 

Bruxelles, 
MM/ [IPOL-COM-PETI D(2024)33253] 

 

Avv. Marcello Stanca 

Via Vincenzo Bellini 63 

50144 Firenze (FI) 

ITALIE 

 

 

Oggetto: Petizione n. 0888/2024 (riferimento da citare in tutta la corrispondenza) 

 

Egregio Avv. Stanca, 

 

desidero comunicarLe che la commissione per le petizioni ha esaminato la Sua petizione e l'ha 

dichiarata ricevibile in base al regolamento del Parlamento europeo, dal momento che le 

questioni sollevate rientrano nell'ambito di attività dell'Unione europea. 

 

La commissione per le petizioni ha pertanto preso atto delle Sue osservazioni, che saranno 

trasmesse per informazione alle commissioni parlamentari competenti, da un lato la 

commissione per i problemi economici e monetari e dall’altro alla commissione per l'industria, 

la ricerca e l'energia ed infine alla commissione per il mercato interno e la protezione dei 

consumatori, affinché ne tengano conto nello svolgimento della loro attività. 

 

Mi preme informarLa di tre interventi legislativi compiuti recentemente dal Parlamento 

europeo, il primo riguarda la risoluzione legislativa del Parlamento europeo del 12 marzo 2024 

sulla proposta di regolamento del Parlamento europeo e del Consiglio relativo a requisiti 

orizzontali di cybersicurezza per i prodotti con elementi digitali e che modifica il regolamento 

(UE) 2019/1020 (COM(2022)0454 – C9-0308/2022 – 2022/0272(COD)) 

https://www.europarl.europa.eu/doceo/document/TA-9-2024-0130_IT.html a cui ha fatto 

seguito la risoluzione legislativa del Parlamento europeo del 23 aprile 2024 sulla proposta di 

regolamento del Parlamento europeo e del Consiglio relativo ai servizi di pagamento nel 

mercato interno e che modifica il regolamento (UE) n. 1093/2010 (COM(2023)0367 – C9-

0217/2023 – 2023/0210(COD)) 

https://www.europarl.europa.eu/doceo/document/TA-9-2024-0298_IT.html ed infine la 

risoluzione legislativa del Parlamento europeo del 24 aprile 2024 sulla proposta di regolamento 

del Parlamento europeo e del Consiglio che stabilisce misure intese a rafforzare la solidarietà 

e le capacità dell'Unione di rilevamento delle minacce e degli incidenti di cybersicurezza, e di 

preparazione e risposta agli stessi (COM(2023)0209 – C9-0136/2023 – 

2023/0109(COD))https://www.europarl.europa.eu/doceo/document/TA-9-2024-0355_IT.html  

 

Ci tengo inoltre a sottolineare che la PSD3 (Payment Services Directive) è la terza direttiva sui 

servizi di pagamento della Commissione europea. Si tratta di una serie di regolamenti per il 

settore dei pagamenti, concepiti per migliorare e sviluppare ulteriormente gli obiettivi delle 

direttive precedenti, la PSD1 del 2007 che puntava a creare un mercato unico dei pagamenti in 

tutta Europa e la PSD2 del 2015 che si è concentrata sull’apertura del mercato verso nuovi 
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attori, migliorando la protezione dei consumatori e incoraggiando l’innovazione. L'obiettivo 

centrale delle direttive sui servizi di pagamento della Commissione Europea è quello di 

sviluppare e mantenere un mercato unico dei servizi di pagamento per l'UE che offra lo stesso 

livello di protezione dei consumatori, efficienza e innovazione in tutti gli Stati membri. 

 

Mi permetta di suggerirLe la consultazione della pagina web dedicata alla “Cybersicurezza: la 

risposta dell'UE alle minacce informatiche” 

https://www.consilium.europa.eu/it/policies/cybersecurity/.  

 

E’ altresì importante renderLa edotta del fatto che in Italia la nuova legge 90/2024 

(Disposizioni in materia di rafforzamento della cybersicurezza nazionale e di reati informatici) 

mira a rafforzare la cybersicurezza nazionale e contrastare i reati informatici attraverso una 

serie di misure innovative: introduce infatti obblighi di notifica degli incidenti per PA ed enti 

strategici, inasprisce le pene per reati come l’accesso abusivo e il danneggiamento di sistemi 

informatici, ed infine potenzia le funzioni dell’Agenzia per la cybersicurezza nazionale – 

inclusa la creazione di un Centro nazionale di crittografia. La legge 90/2024 affronta anche la 

resilienza operativa digitale nel settore finanziario, estende l’uso di strumenti investigativi 

speciali per reati informatici gravi e migliora il coordinamento tra autorità in caso di attacchi. 

Introduce criteri di cybersicurezza negli appalti pubblici IT, prevede referenti per la 

cybersicurezza nelle PA e nuove misure per la sicurezza delle banche dati giudiziarie. 

 

Voglia prendere nota del fatto che il Parlamento europeo ha concluso l'esame della Sua 

petizione e che, di conseguenza, il fascicolo è stato chiuso. 

 

Voglia gradire i miei più distinti saluti, 

 

 

   

 
 

 

 

Bogdan Rzońca 

Presidente della commissione per le petizioni 

 

 

 


